
INFORMATION ON THE PROCESSING OF PERSONAL DATA
(referred to as “Information”)

Company SQS Vláknová op�ka a.s. processes personal data in accordance with the applicable laws
and regula�ons, i.e. Act No 101/2000 Col. (Czech Personal Data Protec�on Act, referred to as Act)
as in force, and in accordance with the EU Regula�on 2016/679 (European Union General Data
Protec�on Regula�on (GDPR, refered to as Regula�on) with its applicability star�ng 25th May,
2018.

We kindly no�fy you below on some important steps we take to safely process you personal da-
ta, which are provided to us in connec�on with your use of our services.

1.Administrator of PersonalData

SQS Vláknová op�ka a.s. (furthermore as SQS), phone number: +420 493 765 111, e-mail:
gdpr.info@sqs-fiber.cz, website: www.sqs-fiber.cz, business address: Komenského 304, Nová Paka
50901, IČO: 60913037

SQS has no obliga�on to appoint a Data Protec�on Officer. In case of a ques�on regarding the area
of personal data, you may contact us at the e-mail address gdpr.info@sqs-fiber.cz.

2.The Extent of PersonalData Processing

SQS processes personal data provided by you via the inquiry template on our website: www.sqs-
fiber.cz or via phone or wri�en form and specifically the informa�on provided during the order- ing
of goods or services provided by SQS. Processed personal data include iden�ficators (such as name,
surname, date of birth, birth cer�ficate number), contact informa�on (adress, phone number,
email, account number, IP address), informa�on on the goods and services that have been
provided or are being provided to you and addi�onaly any video and sound recorded by the
security cameras inside the company’s offices as well as the records of the calls and digital and/or
wri�en comunica�on. We do not process any sensi�ve personal informa�on other than the
aforemen�oned.

3.The Purpose of Data Processing

Personal data may be processed without the consent of clients for the sole purpose of nego�at-
ing the order of goods and/or services or because of the client’s inquiry, submi�ed to the com-
pany. The data may also be processed in order to fulfill the legal du�es of SQS (e.g. bookkeeping,
accoun�ng) and/or to ensue the safety of opera�ons and to prevent or reduce damage, protect
the company’s legal rights and interests (this mainly concerns the video and sound recorded by the
security cameras inside the company’s facili�es) and for risk evalua�on in order to ensue the health
safety and preserva�on of clients’s property inside the SQS facili�es)

Within the bounds of aforemen�oned purposes, the data collec�on and processing shall mainly
occur in cases of:

1. inden�fica�ng the client to the extent of the data, they personally provided, so that
their inquiry and possible order of goods or services could be properly processed by
SQS.



2. communica�ng with the client

3. monitoring the ac�on inside the SQS facili�es in order to ensue the health, safety and
preserva�on of clients’s property. The monitoring shall be based on the consent to the
processing of personal data, provided by the client upon entering the SQS fa- cili�es
and offices or by making an inquiry via the company’s website. In case of mi- nors, the
consent shall be given by the legal guardian

4. fulfilling the legal requirements given to SQS by the Czech or EU legal system, or

5. when it is necessary for the protec�on of client’s rights and legal claims (as per Act) or
for the protec�on of the client’s or other subject’s legi�mate interests (as per
Regula�on); legi�mate interests shall be maily the cases of protec�on of clients’s
rights and legal claims.

In some cases, personal data may be used for public presenta�on and SQS marke�ng ac�vi�es,
mainly on the company’s website, in the newsle�er or in the automated email no�fica�ons. The
use of personal data for these purposes shall happen only when the client specifically per- mi�ed
such use.

4.Sources of PersonalData

We process personal data provided to us in connec�on with the contract nego�a�ons (mainly
data provided via the inquiry template on the SQS website and data from the video and sound
recorded by the security cameras inside the company’s facili�es), or data that have been pro-
vided to the company for the purpose of fulfilling the company’s contractual or legal obliga- �ons,
public data available at public registers (land register, commercial register, insolvency register,
trade register etc.) and data gained from public authori�es. Based on your addi�onal specific
consent, SQS may use other addi�onal data gained from the web search engines, cus- tomer
sa�sfac�on surveys, or tes�ng.

5.Duty to Provide PersonalData?

Providing personal data to SQS, as well as nego�a�ng a business contract with the company is
voluntary. However there are some personal data, that must be provided to SQS in order for the
company to fulfil its legal du�es or contractual obliga�ons when without such data, the ful-
fillment of some services or obliga�ons may not be possible by the company. These cases may
include the data necessary for the inden�fica�on of the client in order to fulfil the contract (di-
rec�on of the supply, payment obliga�ons, contact informa�on for the purpose of specifying the
contractual obliga�ons, warranty claims etc.)

6. Client’s Rights as to the Processing of Their PersonalData

The subjects, whose personal data are being processed by SQS, are given legal rights (according
to the Act and the Regula�on). SQS kindly informs the clients as to some of those rights.

1. When processing personal data provided via addi�onal specific consent, the consent
is always given voluntarily and clients shall always posess the right to revoke the
consent at any moment, fully or par�ally. To revoke the consent, clients may use the
“Revoca�on of the consent to the personal data processing” provided on the com-
pany website (i.e. in the same way in which the consent has been given), of in a writ-
ten form sent to the company business address or email address (cited above). A�er



the date, cited in the “Revoca�on,” SQSmay process only personal data to the ex- tent
necessary for the fulfillment of the company’s legal du�es or for the protec�on of of
clients’s rights and legal claims.

2. Right to access personal data according to the Ar�cle 12 of the Act and the Regula-
�on: If the subject shall request the access to the informa�on on the processing of
their personal data, SQS is required to provide such informa�on (always in accord-
ance with Ar�cle 12 (2) of the Act) without undue delay. Subject has also a right to
receive an informa�on, whether SQS process their personal data, and to gain access
to them.

3. Every subject, which shall discover that their personal data are being processed by an
Administrator in viola�on of the principle of privacy protec�on or in direct viola- �on
of the law, mainly if the data are incorrect - the subject may request the Admin-
istrator or the processing subject to explain or to remove the situa�on (maily via
blocking, correc�ng, comple�ng or removing the personal data)

The Regula�on addi�onaly gives the subject following rights:

i) Right to correc�on, removal or restric�on of data processing: You have a right to re-
quest SQS to correct or complete incorrect or incomplete data, request the removal of your per-
sonal data or request the the restric�on of the use of your personal data in connec�on to the SQS
data processing standards.

ii) Right to raise an objec�on: You have a right to raise and objec�on against the manner of
personal data processing done by the SQS for the company’s and other subject’s legi�mate
interests (as per the Regula�on). Legi�mate interests may be (according to the Regula�on) main-
ly the cases legal rights and claims protec�on. Every submi�ed objec�on shall be duly reviewed by
the SQS and you shall be no�fied of the result.

c) Right to portability of personal data: You have a right (according to the condi�ons set in
the Regula�on) to get your personal informa�on stored by the SQS and transfer them to the an-
other subject, processing personal data.

d) Right to file a complaint to the Data Protec�on Supervisory: You have a right to file a
complaint to the Data Protec�on Supervisory, if you suspect a viola�on of the Act or the Regula-
�on when processing personal data. The Data Protec�on Supervisory office is Úřad pro ochranu
osobních údajů, address: Pplk. Sochora 27, 170 00 Praha 7, for the subjects incorporated or living
in the Czech Republic.

7. Providing PersonalData toThird Parties

Personal data (in wri�en and electronic form) are usually processed directly by the SQS. Howev-
er, thirds par�esmay also process personal data for SQS purposes. In such cases - SQS and the third
party sign data processing agreement, which shall provide the same level of personal data
protec�on as was being provided by the SQS. Personal data may also be providedto SQS sub-
contractors, providing SQS with services such as: bookkeeping and accoun�ng, IT, supply of goods
and services etc. The exact list of sub-contractors is available per request at gdpr.info@sqs-fiber.cz.

SQS addi�onally provides personal data to supervisory authori�es and other state ins�tu�ons, in
case of such duty being required by the applicable laws and necessary for the protec�on of SQS
legal rights.



With subject’s addi�onal specific consent or per their request, their personal data may, in con-
nec�on with the SQS marke�ng efforts, be provided to other par�es or to the general public.

8.Period,for Which the Subject Agrees to the Processing and Keeping of Their PersonalData

SQS processes personal data based on their purpose and the dura�on of any contractual rela-
�onship (in order to fulfil the company's contractual obliga�ons) and for another 10 years a�er the
ex�nc�on of the last contractual rela�onship - in case a warranty claim needs to be adressed, or for
improvement, correc�on, modifica�on purposes and for the purpose of archiva�on ac- cording to
the applicable laws and regula�ons.

If the processing of personal data is based only on the subject’s permission and without forming any
further contractual rela�onship (e.g. based only on the Consent to the processing of person- al data,
in case of the subject making an inquiry via the company website or in a wri�en form) the data may
be archived for 5 years.

Consent to the processing of any video and sound, recorded by the security cameras inside the
company facili�es, shall be given for the period of 7 days a�er its taking. Period, for which the
Consent is given may also be terminated via the Revoca�on of the Consent (as men�oned above).

9.Securing the Protection of PersonalData

Personal data are under constant physical and electronic surveillance, addi�onaly SQS possesses
corresponding control mechanisms ensuring appropriate protec�on of processed personal data
againt unauthorised access or transmission, lost, destruc�on or abuse. All personnel, accessing the
personal data, are bound by confiden�ality.

10.Informing the Client on the Principles and Rules Governing the PersonalData Processing

Client shall be informed about the rules governing the personal data processing via the compa- ny’s
public website: www.sqs-fiber.cz, where they can also access the templates for easier im-
plementa�on of their rights set in the Regula�on. Client may also get addi�onal informa�on at the
SQS offices.


